
STATEMENT OF FLOYD ABRAMS BEFORE THE MASSACHUSETTS SPECIAL 
COMMISSION ON FACIAL RECOGNITION 

I am an attorney who is representing Clearview AI in a number of pending litigations.  My 
legal background is primarily in the First Amendment area, in which I have represented clients in 
numerous landmark cases before the U.S. Supreme Court, ranging from the Pentagon Papers Case 
in 19711 to the Citizens United Case in 2010.2  I have written three books on the topic, the most 
recent of which was “The Soul of the First Amendment.”3  I have taught courses through the years 
at a number of law schools, including courses this year at Yale and Columbia.  

On that topic, I would say only that the Supreme Court has, in the clearest and least 
ambiguous language, held that the “creation and dissemination of information are speech within 
the meaning of the First Amendment.”4  That is precisely what Clearview does.  It collects 
information — photographs posted on the public Internet — and compares those photographs 
within its search engines to ones provided to it by its law-enforcement clients.  So when various 
law-enforcement entities sought to determine who had participated in the events at the U.S. Capitol 
this January, they sought Clearview’s assistance in determining if their sometimes partial or 
fleeting photos of those involved in criminal conduct could be matched with publicly posted photos 
on the Internet.5  That is what Clearview does and the First Amendment protects it when it does 
so. 

My prime purpose in appearing today, though, is not to talk with you about the First 
Amendment, but Clearview’s indispensable role in helping to bring criminals in general — and 
child sexual predators in particular — to justice.  That is the impact of Clearview’s technology.  I 
am, for your information, enclosing with this testimony three affidavits submitted by law-
enforcement personnel from around the country describing investigations where Clearview’s 
technology was used to rescue young children from the horrors of child rape and sexual 
exploitation.6

I will give but one example here, submitted by Michael Williams, a retired Supervisory 
Special Agent (“SSA”) who until recently was in charge of the child-exploitation unit at the 
Homeland Security Investigations office in Portland, Oregon.7  In May 2019, SSA Williams 
received a series of images from the National Center for Missing and Exploited Children depicting 

1 New York Times Co. v. United States, 403 U.S. 713 (1971). 

2 Citizens United v. Federal Election Commission, 558 U.S. 310 (2010). 

3 Abrams, “The Soul of the First Amendment,” Yale U. Press 2017.  

4 Sorrell v. IMS Health Inc., 564 U.S. 552, 570 (2011).  

5 The facial-recognition app Clearview sees a spike in use after Capitol attack, NEW YORK TIMES, Jan. 9, 
2021; Local Police Force Uses Facial Recognition to Identify Capitol Riot Suspects, WALL STREET 

JOURNAL, Jan. 8, 2021. 

6 See Williams Aff. (annexed as Exhibit 1); Metcalf Aff. (annexed as Exhibit 2); Webb Aff. (annexed as 
Exhibit 3). 
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the brutal sexual abuse of a prepubescent girl by her father.8 The child victim was approximately 
six years old at the time.9

Using traditional investigative techniques, agents scoured the photos for clues about the 
location and identities of the child and her abusive father.10  Unfortunately, consistent with many 
child-exploitation cases conducted using traditional investigative techniques, these efforts were 
unsuccessful and the child was subjected to further sexual abuse by her father.11  At the time, SSA 
Williams did not have access to the Clearview app, so following this dead end, he sent images of 
the suspect to an agent at another law-enforcement entity, who was able to run them through 
Clearview’s search engine and find an image of the suspect in the background of a photo taken at 
a bodybuilding convention.12

The agent scrutinized the image and noted that the suspect was standing in a booth selling 
supplements and other fitness-related items, and that the booth bore the name of a company.13  The 
agent contacted the company and showed its representatives the image of the suspect.14  The 
company gave the agent the suspect’s name, which enabled the agent to conduct additional fact-
finding and eventually learn that the suspect lived in Las Vegas.15  The agent contacted authorities 
in Las Vegas, who gathered additional evidence, obtained and executed a search warrant, and 
arrested the suspect based on probable cause.16  In September 2020, the suspect was sentenced in 
Nevada federal court to 35 years in prison for repeatedly sexually assaulting a child, producing 
images of the sexual abuse, and possessing hundreds of images and videos of child sexual assault.17

SSA Williams concluded that “[b]ecause there were no other leads in this case, I am 
confident that the six-year-old victim would have been subjected to further abuse by her father had 
we not been able to use Clearview’s facial-recognition technology.”18  These sentiments are 
representative of the other affidavits, which state that hundreds of similar cases would not have 
been solved had law enforcement not been able to use Clearview’s technology.  As summarized 
by another law-enforcement official whose affidavit is annexed, “[w]ithout Clearview’s facial 
recognition technology, hundreds of children would continue to be raped, and the recordings 
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10 Id. ¶ 8.   

11 Id.
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shared on the Internet for the world to see.”19  There is a child’s face associated with every one of 
those cases.  

New technology often raises new privacy concerns.  Photography itself was controversial 
in its earlier days.  A New York Times article published on August 18, 1899, entitled “Kodak 
Fiends” At Newport, observed that a summer resident of Newport, Rhode Island, “went to his 
lawyer this morning to ascertain if the laws were so framed that an assault could be charged against 
those who use a kodak against the will of the people who object to being so photographed.”20

Clearview has gone to extraordinary lengths to address these concerns, limiting its 
technology to legitimate law-enforcement and investigative purposes by government agencies, and 
implementing several state-of-the-art safeguards to secure its data.  Taken together, these 
safeguards demonstrate that Clearview has taken account of the legitimate privacy concerns of the 
public and the interests of law enforcement in rescuing children who are being violently raped and 
sexually exploited, often by their own parents.  Facial-recognition technology is controversial.  
Clearview’s technology is protected by the First Amendment and is being used — as I speak — to 
help bring these children to safety.  

19 Metcalf Aff. ¶ 19. 

20 “Kodak Fiends” At Newport, NEW YORK TIMES, Aug. 18, 1899. 
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IN THE UNITED STATES DISTRICT COURT 
FOR THE NORTHERN DISTRICT OF ILLINOIS 

EASTERN DIVISION 

In re Clearview AI, Inc. Consumer Privacy 
Litigation 

) 
) 
) 
) 
) 
) 
) 

Case No. 1:21-cv-00135 

Judge Sharon Johnson Coleman 

Magistrate Judge Maria Valdez 

AFFIDAVIT OF JASON WEBB IN OPPOSITION TO  
PLAINTIFFS’ MOTION FOR A PRELIMINARY INJUNCTION  

COUNTY OF CALHOUN  ) 
)  ss.: 

STATE OF ALABAMA ) 

JASON WEBB, being duly sworn deposes and says: 

1. My name is Jason Webb, and, since July 2018, I have been a Sergeant at the East 

Metro Area Crime Center in Oxford, Alabama.  From February 2011 to July 2018, I worked 

as an Investigator, and from October 2007 to February 2011, I worked as a Patrol Officer 

at  the   Oxford   Police   Department   in   Alabama.    From   December   2006   to   October 
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